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ZARZADU, KIEROWNICTWO, PRACOWNICY | AGENCI NIE PONOSZA ODPOWIEDZIALNOSCI ZA STRATY
SPECJALNE, NASTEPCZE, UBOCZNE LUB POSREDNIE, TAKIE JAK STRATA OCZEKIWANYCH ZYSKOW
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Spis Tresci

Zal@CENIA ....ceeneeiieeneierieneieeeeeneeeereeneeeeeaeaneeeaseensssssernnssssseenssssssennssssssnnnnnes 1
Zawartos$¢ pakietu z produktem............ccooeueiiiiiiniiiiiieerrrreeeeeeee e eeeaees 2
OPiS Urzadzenia .........ccoeeeuniiiiieiiiiieiecceceeeececeene e e eeeneeeesenneeeesesnsnnsesnnnnns 3
T PAN@I PrZEANI c...eeeeeiiiiiieeeeeeteee ettt e et e st e e e an e e e e e s s s a e e e e s e ana e e e e e na e e e e e s s naaaeeesnnen

2. Pan@IRYINY ..ottt ettt et e ettt e e et e e s e e n e et e e e e n e e e e e e e s san e e e e e e s naaeeesennnntaes

11 £ 1= o] T- T USSP PUPPRP PR 6
1. Wyswietlanie wideo dotyczacego insStalacii ..........ccocccueveiueiiiiiiiiiiiiiiiiiiiiinttecrcncrceec et

2. Catkowite natadowanie baterii.........cccccueeriuiiiiuiiiiiiiiiiiiiiiiiit e

Instalowanie baterii.........cccooiiiiemiiiiiiiiiiiinirnr e 7
Ustawianie kierunku otwierania drzwi...........cccooeeriiremneiiiinninnienneeccceennenes 7
Tworzenie nowego administratora..........ccceeeeiiniiiiniiiiniiieieeieeceeeececeees 7
Pobieranie aplikacji EZVIZ .............ccccooouuiiiiiiiiiiiiiiiiiiinnnictenesceeeneeeeenes 8
Dodaj zamek do EZVIZ............ouueoiieeeieieeeceeteeneeeeeeneeeeeeeeneeeeeensessssennnnns 8
Konfiguracja zamka drzwiowego ...........cceceeuiiiieiniiiiieneeeieeneeeeenneeeeeennnes 9
To KIQWIARUE <.ttt ettt s et s e e e s b e s a e e s a e e s et e s e et e s et e s e abe s e nnes

2. WYSWIELIANIE MENU ......coiiiiiiiiiiieieeee ettt e ettt e e et et s e e e s se e e e e e s s ssnt e e s e s snneesassssnseaasssssnnnneans

B T [T« (=TT 11 T=T 1 N 10
4. Dodawanie administratoroW/UZytkOWNIKOW ..........ccccivuuiiiiiiiiiiiiiiiiiiiiiccnnecnnec e 11
5. Dodawanie tWarzy CZIOWIEKA..........cccouirereirieiiiieieereee ettt e st e s e e s e se s e s sae e s e sneesesnesessnesssneasnsenns 11
6. Dodawani@ ZYY dEONi.........coiiuiiiiiiiiiiiittr ettt et e s et e ssser e s e sna e 12
7. Dodaj wzorzec linii papilarnyCh.............ccooueeiiiiiii ettt ettt e e e e e s anees 13
8. DOdaj KO AOSTEPUL.....coiiiniiiiieieieee ettt ettt et e e e e e see e e e s s e et e e s e e nne e e e e e s s mneeeesessnnnnaees 14
9. Usuwanie administratorow/uzytkoOWniKOW ..........cccueevveiiiiiiiiiiiiiiniiiniiinnecnrccec e 14
10.Wyszukiwanie informacji 0 SYSIEMIE ........coecuiiiriiiriiiieitereceereceese et seee s e et e e sae e s e e e s e sasesesanessssneesans 15
11.Przetaczanie do trybu ParoWania............cceveiiiiiiiiiiiiiiiiicectntes ettt sas e s sae s ne e s ne 15
Rozne metody odblokowania...........cceuuiiiiimiiiiiiiiiiieeccecerece e eens 16
1. Rozblokowanie przy uzyciu funkcji rozpoznawania tWarzy............cccccceerereerineerienernnstessneesesseesesssesesssessenne 17
2. Odblokowywanie przy uzyciu wzorca linii papilarnych...........ccccccoiiviiiiiiiiiiniiiiiiiintcrcece s 17
3. Odblokowanie przy Uzyciu KOdU dOSTEPU ........cciiiimiiiiiiieieeeetet ettt e e e ee e e s e e s smme e e e e s s e snnneees 17
4. 0Odblokowywanie za pomoca klucza mechaniCznego ............ccooccueiiiiiiiiiiiiiiiieece et 18



Wiele Metod DIOKOWANIA.......c..ouieiiiiiiiiiiiiiirieieetiesesesecsssesocsssesesasseseoes 18

1. BloKada ZEWNEIIZNA ......cceiieiiieecceceteeeeeeereeeseeeeeeeeeeeeeeeeeeeseesseassesssssssassssssssssssssssssssssssssesssssssesssssasenes 18
2. ZamEK WEWNEIIZNY ......ccoiiiiiiiiiiiiiiiitetteeete et ettt e et e s s aee et s e e s sass e e e s s s sa b e e s s e sssnaaesssssnnsaassssnsenee 18
3. BloKOWANi@ OAlICZANIA.........ciieruiireiiiriieiieeerreteeet et e e e e e e e s e ae e s e ne e s e satessar e s s snessssseasesssesennsanenne 18

1.
2.
3.
4
Obstuga urzadzenia w aplikacji EZVIZ .............ccoueeiiieeeiiriinecereeeneceeeens 20
KONSEIWACHA. ... cceuuiiieniiiniiieneiieieteneeteneeeenerensserensessnssssensssssnsssnnssennes 21
1. KONSEIrWwacja COAZIENNA.........cciiuiiiiieiiiiiiitertteert et et e st e s sabe s s saet e s et e s s ab e s e abe s e ssassensaesennsesesssesane 21
2. Czesto zadawane pytania (FAQ)........ccccveeeerreerrerueererueeesseeesseeesssseesesseeessseesssssessssseesssssesssssessssessssssesssssassssnes 21

Inicjatywy dotyczace korzystania z urzadzen wideo..............ccccceeeeee...... 23



Zalecenia

+ Prawidtowa instalacja inteligentnego zamka drzwiowego EZVIZ Smart Lock (zwanego dalej ,zamkiem”)
zapewnia jego bezawaryjne funkcjonowanie itrwato$¢. Prace zwigzane zinstalacjg zamka i wykonaniem
otworéw zgodnie z szablonem, opisanym w dodatku, powinny by¢ wykonane przez wykwalifikowany personel.

+ Aby zapobiec uszkodzeniu lub przedwczesnemu zuzyciu zamka, nalezy go tymczasowo zdemontowac, jezeli
w budynku sg prowadzone prace budowlane.

« Srodek dezynfekujgcy moze spowodowaé uszkodzenie korpusu zamka.

+ Ptyny czyszczgce moga spowodowac uszkodzenie korpusu zamka.

+ Nie wolno instalowaé¢ zamka w miejscu, w ktérym nie ma powietrza.

* Inicjowanie zamka powoduje usuniecie z niego wszystkich informacji uzytkownika. Po zainstalowaniu i
skonfigurowaniu zamka nalezy dodac¢ ludzka twarz, wzorzec linii papilarnych lub hasto.

« Niskie napiecie baterii jest sygnalizowane przez alert. Nalezy tadowa¢ baterie.

« Jezeli budynek/lokal lub zamek nie bedg uzytkowane przez dtuzszy czas, nalezy zabra¢ ze sobg klucz
mechaniczny (nie wolno pozostawia¢ go w zamknietym budynku/lokalu). W takich okolicznosciach nalezy
wyjaé baterie z urzadzenia, aby zapobiec przedwczesnemu zuzyciu zamka.

» Poniewaz zamek jest instalowany w otwartym miejscu, zalecamy zachowanie ostroznosci i prawidtowego
przechowywania drobnych elementéw, takich jak klucz mechaniczny. Przed odblokowaniem i aktualizacja
ustawien hasta nalezy sprawdzi¢ otoczenie, aby zapobiec ryzyku nielegalnej kradziezy lub skopiowania
informacji dotyczacych odblokowania.

+ Technologia rozpoznawania biologicznego w tym produkcie dziata catkowicie lokalnie na produkcie, ktéry mozna
sterowac i zarzadzac, i stuzy wytacznie do wspierania decyzji o odblokowaniu. W trakcie trwania procedury
zapisywane dane zawsze majg wartos$¢ tylko techniczng, tj. dane biometryczne uzyskane z szablondw, ktére
zostaty wczesniej udostepnione (np. zdjecia twarzy, szablon linii papilarnych, szablon zyty dtoricowej), ktére nie
moga by¢ wykorzystane do odtworzenia oryginalnych danych.

+ W przypadku uzytkownikéw z ptaska lub cienka linig papilarng zaleca sie rejestrowanie wzorca linii papilarnych
przy uzyciu kciuka, aby zwiekszy¢ skutecznosé. Kazdy uzytkownik powinien zarejestrowac wiecej niz jeden
wzorzec linii papilarnych. Kazdy uzytkownik moze uzywa¢ maksymalnie pieciu wzorcéw linii papilarnych.

+ Zamek moze pomiesci¢ maksymalnie 50 twarzy ludzi, 50 zyt dtoni, 50 wzorcéw linii papilarnych i 50 kodéw
dostepu.



Zawartos$¢ pakietu z produktem

Numer Nazwa czesci llosé
1 Panel przedni 1 szt.
2 Panel tylny 1 szt.
3 Szablon otworéw 1 szt.
4 Korpus zamka 1 szt.

Woreczek ze $rubami do korpusu
5 1 szt.
zamka
6 Woreczek ze stanglardowyml 1 szt
$rubami
7 Bateria 1 szt.
8 Woreczek z kluczami 1 szt.
9 Naklejki 1 szt.
10 Informacje dotyczace przepiséw 1 szt.
1 Skrécony podrecznik 1szt.

uzytkownika

@ Tenpodrecznik dotyczy wersji 6068 i 5085, a ilustracje sg oparte na korpusie zamka 6068, poniewaz ich funkcje sg podobne.



Opis Urzadzenia

1. Panel przedni

Modut rozpoznawania
zyty dtoni

Modut rozpoznawania
twarzy 3D

Promiennik podczerwieni Mikrofon

Obiektyw Czujnik

Wskaznik niskiego natadowania
baterii

Przycisk dzwonka
drzwiowego

Przycisk trybu opuszczenia

domu
e Czytnik linii papilarnych
(Z tytu panelu
klawiatura sterowania)

e Potwierdzanie

® Szczelina odblokowania
mechanicznego

® Ztgcze zasilania awaryjnego

Pokrywa
&S ezviz



2. Panel tylny
» Wersja 6068

® Pokrywa zasobnika na baterie

® Przycisk wtaczania/wytaczania
ekranu

® Przycisk odblokowania
elektronicznego

e Uchwyt

® Pokrywa panelu tylnego

% % =i Emergency
e Przycisk alarmowy
Button

® Pokretto zabezpieczenia

® Przycisk zamka elektronicznego

Przycisk SET

Nacisnij przycisk, aby
odblokowa¢ pokrywe panelu
tylnego.




» Wersja 5085

Pokrywa zasobnika na baterie

Ekran

Przycisk wiaczania/wytaczania
ekranu

Przycisk odblokowania
elektronicznego

Uchwyt

Pokrywa panelu tylnego

Pokretto odblokowujace
(Uzywane do odblokowania
awaryjnego)

S ezviz

Przycisk zamka elektronicznego

® Przycisk SET

© Nacisnij przycisk, aby
odblokowa¢ pokrywe panelu
tylnego.




Instalacja

1. Wyswietlanie wideo dotyczacego instalacji

Nacisnij przycisk @ aby obejrze¢ film instruktazowy dotyczacy instalaciji.

e "

2. Catkowite natadowanie baterii

Podtacz baterie (dostarczong w pakiecie z produktem) do gniazda sieci elektrycznej przy uzyciu zasilacza.

@ Wskazniki LED
Wiaczony (czerwony):
tadowanie.

Swieci stale niebieski:
catkowite natadowanie.

@ - Przed pierwszym uzyciem nalezy natadowac baterie litowa.
+ Przed natadowaniem baterii nalezy wyja¢ ja z panelu tylnego.
+ Gniazdko elektryczne powinno by¢ zainstalowane w poblizu zasilacza i powinno by¢ tatwo dostepne.


https://support.ezviz.com/videos/map?id=159&title=Y3000FVP%20Plus%20Tutorial%20Video

Instalowanie baterii

1. Po instalacji zdejmij pokrywe zasobnika na baterie z panelu tylnego.
2. Zainstaluj baterie litowg (dostarczong w pakiecie z produktem) w komorze baterii.

3. Zamocuj pokrywe.
i
Ustawianie kierunku otwierania drzwi

Po ukonczeniu instalacji postepuj zgodnie z monitem gtosowym, aby ustawi¢ kierunek otwierania drzwi.

ﬂl‘fo

1. Nacisnij ,v", aby kontynuowac procedure.
2. Podswietlg sie klawisze ,1" ,2".
+ Nacisnij przycisk ,1”, aby ustawi¢ drzwi do prawego
otwierania.

* Nacisnij przycisk ,2", aby ustawi¢ drzwi do otwierania
lewym przyciskiem.

Tworzenie nowego administratora

Postepuj zgodnie z monitem gtosowym, aby utworzy¢ pierwszego administratora.

1. Dotknij klawiatury, aby uaktywni¢ zamek.

2. Podswietlg sie klawisze ,—" ,v" na klawiaturze. Nacisnij ,", aby
zakonczyé, a nastepnie nacisnij ,v”, aby doda¢ administratora.

3. Wprowadz kod dostepu sktadajgcy sie z 610 cyfr, a nastepnie
nacisnij ,v", aby potwierdzi¢.

4. Powtérz jeszcze raz kod dostepu, a nastepnie nacisnij ,v", aby
potwierdzic.

@ Niedopuszcza sie nagrywania 610 kolejnych numeréw ani powtarzajacych
sie cyfr.
+ 6-10 kolejnych cyfr, takich jak 123456/654321.
+ 6-10 wielokrotnie powtarzanych cyfr, takich jak 111111.




Pobieranie aplikacji EZVIZ

1. Potgcz telefon komérkowy z siecig 2,4GHz Wi-Fi (sugerowana).

2. Wyszukaj ,EZVIZ" w witrynie internetowej App Store lub Google Play ™, aby pobra¢ i zainstalowa¢ aplikacje
EZVIZ.

3. Uruchom aplikacje i zarejestruj konto uzytkownika EZVIZ.

L
s

Aplikacja EZVIZ
# Download on the GETITON
@& App Store ® Google Play

@ Jezeli uzywasz juz tej aplikacji, upewnij sie, ze jest to najnowsza wersja. Aby dowiedzie¢ sie, czy dostepna jest aktualizacja,
wyszukaj ,EZVIZ" w witrynie internetowej App Store.

Dodaj zamek do EZVIZ

@ Wyglad aplikacji moze by¢ inny po aktualizacji wersji, dlatego nalezy korzysta¢ z dokumentacji aplikacji zainstalowanej
w telefonie.

Dodaj zamek do aplikacji EZVIZ, wykonujac ponizsze kroki:

1. Zaloguj sie do swojego konta aplikacji EZVIZ.

2. Nacis$nij przycisk ,+" w prawym gérnym rogu ekranu gtéwnego, aby przej$¢ do ekranu skanowania kodéw QR.

3. Nacis$nij przycisk na podstawie panelu tylnego, aby zdjg¢ pokrywe panelu.

4. Nacis$nij i przytrzymaj przycisk SET na panelu tylnym do chwili, gdy zamek wysle komunikat gtosowy i
wskaznik LED zacznie migac¢, sygnalizujgc wtgczenie trybu parowania.

5. Zeskanuj kod QR wyswietlany na ekranie.

6. Postepuj zgodnie z instrukcjami kreatora aplikacji EZVIZ, aby zakoriczy¢ konfiguracje Wi-Fi i doda¢ zamek
do konta aplikacji EZVIZ.

Scan QR COde




Konfiguracja zamka drzwiowego

@  Przed ustawieniem nalezy upewnic sie, ze dodano administratora.
+ Przed pierwszym uzyciem zamka usun z niego folie ochronna.
+ Po uaktywnieniu panelu sterowania zostanie ono wytgczone automatycznie po okoto 20 sekundach, jezeli zadne dziatania
nie zostang wykryte.

1. klawiatura

lkona Opis

Przyciski numeryczne

Anuluj, wré¢ lub wyjdz

Potwierdzanie

Tryb wychodzacy z domu

Dzwonek drzwiowy

Wskaznik niskiego
natadowania baterii

=
BEOBODRNNA

2. Wyswietlanie menu
(i ) Wykonaj ponizej kroki, aby zmieni¢ ustawienia.

» W stanie poczatkowym wykonaj te kroki, aby zmienié ustawienia.

1. Dotknij panelu przedniego, aby uaktywni¢ zamek. e

2. Podswietli sie ,©" ,v" na klawiaturze, a nastepnie naciénij ,v",
aby doda¢ administratora.

3.Zostanie wtgczony komunikat ,1” ,2",3",4",5",5" na
klawiaturze. ~




* W stanie innym niz poczatkowy wykonaj te kroki, aby zmieni¢ ustawienia.

1. Nacisnij przycisk SET jeden raz na panelu tylnym.

2. Gdy panel przedni jest wigczony, sprawdz to przy uzyciu klucza
uwierzytelniania administratora.

3.Zostanie wtaczony komunikat ,1” ,2",3",4",5",5" na
klawiaturze.

3. Indeks menu

@ Ponizsze menu stuzy wiacznie do celéw referencyjnych.

\EIEL T Tworzenie nowego
AL &N administratora

Nacisnij
przycisk 2

Tworzenie nowego uzytkownika

Wyswietlanie

menu

\ETSELTTM Usui administratora/
rA & uzytkownika

W ETIEN T Ustawienia kierunku otwierania
przycisk 4 Ks[gdWl

Nacisnij
przycisk 5

Informacje o systemie

Nacisnij
przycisk 2
Nacisnij
przycisk 3

przycisk 4
Nacisnij

przycisk 1
Nacisnij

przycisk 2

Nacisnij
przycisk 3
Nacisnij
przycisk 4

Nacisnij

przycisk 1

Nacisnij
przycisk 2

Dodawanie twarzy

Dodawanie zyty dtoni

Dodaj wzorzec linii
papilarnych

Dodaj kod dostepu

Dodawanie twarzy

Dodawanie zyty dtoni

Dodaj wzorzec linii
papilarnych

Dodaj kod dostepu

Prawo otwarcie drzwi

Pozostawione otwarte
drzwi




4. Dodawanie administratoréw/uzytkownikow

1. Naci$nij przycisk SET jeden raz na panelu tylnym.
2. Gdy panel przedni jest wtgczony, sprawdz to przy uzyciu klucza uwierzytelniania administratora.
3. Nacisnij 1", aby doda¢ administratora lub ,2", aby doda¢ uzytkownika.

Rola Odblokuj drzwi Wejdz do menu i skonfiguruj zamek
Administratorzy v v
Uzytkownicy v X

Zwykty uzytkownik moze odblokowaé¢ drzwi po wprowadzeniu metody otwierania; administrator moze nie
tylko odblokowac drzwi, lecz takze zalogowac sie do menu, aby dodac i usung¢ uzytkownikdw i zmienia¢ inne
ustawienia.

@ Gdy dodajesz administratora lub uzytkownika, liczby odpowiadajgce numerowi uzytkownika podswietla sie domysinie od
001 (np. Numer uzytkownika to 001, trzy cyfry 001 powoli kolejno zamigajg jeden raz).

5. Dodawanie twarzy cztowieka

© Dodawanie maksymalnie trzech twarzy uzytkownika.

1. Nacisnij przycisk SET jeden raz na panelu tylnym. p

2. Gdy panel przedni jest wigczony, sprawdz to przy uzyciu klucza
uwierzytelniania administratora.

3. Nacisnij 1", aby dodac¢ twarz cztowieka.

4. Postepuj zgodnie z monitem gtosowym, aby doda¢ twarz
cztowieka.

\ J

@ - Stan przed panelem przednim zamka na zasieg reki (poza tym zasiegiem rozpoznawanie twarzy moze nie zadziatac).
+ Postepuj zgodnie z monitami gtosowymi, aby ukonczy¢ rozpoznawanie twarzy (w przypadku dostosowania nalezy
zapoznac sie z trescig gtosu), jak pokazano na ponizszym rysunku.
+ Podczas tego procesu nalezy upewni¢ sig, ze nie wystepujg zadne przeszkody.
+ Nie wolno wstrzymywac sie podczas wykonywania tego kremu, poniewaz moze to spowodowac awarie.
+ Po dodaniu twarzy mozna odblokowa¢ drzwi przy uzyciu funkcji rozpoznawania twarzy.

© Spojrzyj prosto w zamek. @ Nieznacznie podnies gtowe. @® Nieznacznie obniz gtowe.
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@ Lekko skre¢ w lewo. @ Lekko skre¢ w prawo. (6] Operacja zakoficzona

sukcesem.
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6. Dodawanie zyly dioni

@ Dla kazdego uzytkownika mozna doda¢ maksymalnie dwa przyciski wtyku zyly dioriszej.

1. Nacisnij przycisk SET jeden raz na panelu tylnym.

2. Gdy panel przedni jest wtgczony, sprawdz to przy uzyciu klucza
uwierzytelniania administratora.

3. Nacisnij 2", aby dodac zyte.
4. Wykonaj monit gtosowy, aby doda¢ zyle dtoni.

e

(i ) Nalezy uwaznie przeczyta¢ ponizsze instrukcje dotyczace dodawania zyly dtoriszej.

© Uprawniony obszar rozpoznawania zyty dtonito @ Gdy wigczy sie czerwone s$wiatto w gornej
centrum dtoni. czesci zamka, mozna rozpoczg¢ dodawanie lub
rozpoznawanie.

- » Modut
rozpoznawania zyty
dtoni




© Zalecane jest ustawienie reki pionowo w @ Podnies dion, aby byta ustawiona zgodnie z

a nastepnie rozpocznij
dodawanie lub rozpoznawanie.
© Trzymaj dtors w odlegtosci okoto 20 cm.
Dton dziecka moze znajdowac sie w odpowiedniej
odlegtosci okoto 10 cm.

stosunku do panelu przedniego i dotkniecie czerwonym Swiattem,
czerwonego $wiatta w module rozpoznawania
zyt dtoni.

7. Dodaj wzorzec linii papilarnych

@ : Dodawanie maksymalnie pieciu wzorcéw linii papilarnych na jednego uzytkownika.

+ Zamontuj palec tak, aby catkowicie przykry¢ czytnik linii papilarnych, unikajagc nadmiernego nacisku lub nachylenia.
1. Nacisnij przycisk SET jeden raz na panelu tylnym.
2. Gdy panel przedni jest wtgczony, sprawdz to przy uzyciu klucza uwierzytelniania administratora.

3. Nacisnij 1", aby doda¢ administratora lub ,2", aby doda¢ uzytkownika.
4. Nacisnij ,3", aby doda¢ odcisk palca.

© Niemozna ponownie doda¢ tego samego wzorca linii papilarnych.



8. Dodaj kod dostepu

@ Dodawanie maksymalnie jednego hasta na uzytkownika.

1. Naciénij przycisk SET jeden raz na panelu tylnym.

2. Gdy panel przedni jest wtgczony, sprawdz to przy uzyciu klucza uwierzytelniania administratora.

3. Nacisnij 1", aby doda¢ administratora lub ,2", aby doda¢ uzytkownika.

4. Nacis$nij ,4", aby doda¢ kod dostepu.

5. Wprowadz kod dostepu sktadajacy sie z 6-10 cyfr. Gdy kod dostepu wynosi =6 cyfr, wowczas wiaczy sie
wskaznik ,v". Naci$nij ,v", aby potwierdzic¢.

6. Ponownie powtdrz kod dostepu, nacisnij ,v", aby potwierdzi¢. Uruchomi sie sygnat dZzwiekowy,
potwierdzajgc pomysine dodanie kodu dostepu.

/ N @ Nie dopuszcza sie nagrywania 610 kolejnych
numeréw ani powtarzajacych sie cyfr.
+ 6-10 kolejnych cyfr, takich jak 123456/654321.
* 6-10 wielokrotnie powtarzanych cyfr, takich jak
111111,
9. Usuwanie administratorow/uzytkownikow
1. Nacisnij przycisk SET jeden raz na panelu tylnym. p N

2. Gdy panel przedni jest wtgczony, sprawdz to przy uzyciu klucza
uwierzytelniania administratora.

3. Nacisnij 3", aby usungé¢ administratora/uzytkownika.
4. Wprowadz numer uzytkownika i nacisnij ,v".

@ : Nie mozna usunac ostatniego administratora.

+ Jezeli wprowadzono nieprawidtowy numer uzytkownika, pojawia sie kolejno nastepujgce numery , i sygnat dZzwiekowy.
Nacisnij przycisk ,D", aby powrdci¢ do ostatniego kroku lub ponownie wprowadz prawidtowe numery uzytkownikéw, aby
je usungé.

+ Gdy zostanie tylko jeden uzytkownik i zostanie on usuniety, pojawig sie kolejno kolejne numery uzytkownikéw, i sygnat
dzwiekowy.



10. Wyszukiwanie informacji o systemie

1. Nacisnij przycisk SET jeden raz na panelu tylnym.

2. Gdy panel przedni jest wigczony, sprawdz to przy uzyciu klucza
uwierzytelniania administratora.

3. Nacisnij 5", aby wyszuka¢ informacje o systemie zamka.
4. Blokada bedzie przesyta¢ informacje o systemie.

Zamek przesle numer seryjny, biezacg wersje urzadzenia i kod weryfikacyjny w jezyku angielskim. Nacisnij , aby
powrdci¢ do poprzedniego poziomu. W przeciwnym wypadku system powréci do poprzedniego poziomu automatycznie po
zakonczeniu emisji.

11. Przetaczanie do trybu parowania

Nacisénij i przytrzymaj przycisk SET na panelu tylnym do chwili, gdy zamek wysle komunikat gtosowy i
zacznie miga¢ numer 0 na panelu sterowania, aby przejs¢ do trybu parowania. Postepuj zgodnie z instrukcja
systemowa, aby ukoriczyé parowanie w ciggu 3 minut.

0 System automatycznie zamyka tryb parowania po trzech minutach.



Rozne metody odblokowania

lkona Metoda odblokowania

Rozblokowanie przy uzyciu funkcji
rozpoznawania twarzy

Odblokowanie zyty dtoni

Odblokowywanie przy uzyciu
wzorca linii papilarnych

©0©d

0% Odblokowanie przy uzyciu kodu
oceo dostepu

Odblokowanie przy uzyciu klucza

Odblokowywanie przy uzyciu
klucza Bluetooth

Zdalne odblokowywanie

006

0 + Aby otworzy¢ drzwi kluczem mechanicznym, nalezy umiesci¢ go w obudowie i obrécié.
* Przed otwarciem drzwi hastem dotknij klawiatury, aby uaktywni¢ zamek.
+ Ze wzgledu na prywatnos$¢ zalecamy regularng zmiane kodéw dostepu i czyszczenia klawiatury, na ktérej
mogty pozostacé $lady.

+ Ten produkt ma funkcje zabezpieczajacg. Jezeli liczba btedéw rozpoznawania twarzy/zyl palmowych/
wzorca linii papilarnych/hasta zostanie wykonana 5 razy w ciggu 5 minut, system zostanie zablokowany
A na 3 minuty.
+ System odblokuje sie automatycznie po 3 minutach.
+ Mozna wytaczy¢ te funkcje w aplikacji EZVIZ.



1. Rozblokowanie przy uzyciu funkcji rozpoznawania twarzy

Automatyczne wyzwalanie
Gdy twarz znajduje sie w zasiegu detekcji zamka, automatycznie rozpozna twarz i odblokuje drzwi.

Reczne wyzwalanie

Aby uaktywnié¢ funkcje rozpoznawania twarzy, nalezy dotkngé panelu sterowania, aby uaktywni¢ zamek. W
trybie rozpoznawania twarzy promiennik podczerwieni bedzie migac, jak pokazano na ponizszym rysunku.

2. Odblokowywanie przy uzyciu wzorca linii papilarnych

Utéz palec na czytniku linii papilarnych, aby zamek zweryfikowat wzorzec linii papilarnych i odblokowat drzwi.

3. Odblokowanie przy uzyciu kodu dostepu

0 Produkt jest takze chroniony funkcjg zapobiegajaca podgladaniu. Jesli kto$ patrzy, jak wpisujesz kod dostepu, mozesz
dodac dtugie naci$niecia cyfr przed lub po oryginalnym kodzie, aby byt bardziej ztozony, a jednoczes$nie otworzy¢ drzwi.

1. Dotknij klawiatury, aby uaktywni¢ zamek. /

2. Wprowadz odpowiedni 610-cyfrowy wazny kod dostepu i nacisnij
", aby potwierdzié.

3. Zamek zweryfikuje hasto i odblokuje drzwi.

~




4. Odblokowywanie za pomoca klucza mechanicznego

o Klucz nalezy chroni¢ w celu uzytkowania w przysztosci.

1. Otworz pokrywe szczeliny odblokowania mechanicznego.
2. Wt6z klucz mechaniczny i obréé go, aby odblokowac drzwi.

Wiele metod blokowania

1. Blokada zewnetrzna

Gdy drzwi zostang otwarte od wewnatrz, ,v" na panelu przednim zaptonie, a nastepnie nacisnij ,v", aby
potwierdzi¢ blokowanie.

2. Zamek wewnetrzny

Po zamknieciu drzwi nacisnij przycisk elektronicznego blokowania na panelu tylnym, aby potwierdzi¢
blokowanie.

3. Blokowanie odliczania

Otwoérz funkcje blokowania odliczania w aplikacji EZVIZ. Po witaczeniu tej funkcji zamek drzwi zostanie
automatycznie zablokowany po zakorczeniu odliczania.



Inne procedury

1. Odblokowanie awaryjne
Gdy bateria jest roztadowana, podtgcz zasilanie awaryjne panelu przedniego do banku zasilania, aby natadowa¢
zamek przewodem zasilajgcym Type-C, a nastepnie odblokuj drzwi.

0 Funkcja wideo jest niedostepna, gdy poziom natadowania baterii jest nizszy niz 20%.

Bateria przenosna

2. Alarmy

1. Alarm sabotazu
Nieautoryzowany demontaz zamka powoduje witgczenie alarmu trwajgcego okoto minuty.

2. Alarm blokady systemu
Pie¢ kolejnych nieprawidtowych weryfikacji twarzy, zyty dtoni, wzorca linii papilarnych lub hasta powoduje
zablokowanie systemu na trzy minuty. Mozna odblokowaé¢ w aplikacji EZVIZ.

3. Ostrzezenie o niskim poziomie natadowania baterii
Gdy napiecie baterii jest niskie, monit gtosowy przypomina o koniecznos$ci natadowania baterii.

3. Przywracanie ustawien fabrycznych

1. Zdejmij pokrywe baterii panelu tylnego i wyjmij baterie.
2. Nacis$nij przycisk SET i przytrzymaj go przez pie¢ sekund. W miedzyczasie umiesc¢ baterie w zasobniku.
3. Gdy zostanie odtworzony monit gtosowy, zwolnij przycisk SET i naciénij przycisk ,v", aby potwierdzi¢.

4. Funkcja jednorazowego wyciszenia
1. Dotknij klawiatury, aby jg uaktywni¢.
2. Nacis$nij i przytrzymaj 0, az panel bedzie miga¢ dwukrotnie, sygnalizujgc witgczenie funkciji.
o + Po wiaczeniu jednorazowego wyciszenia drzwi sg przetgczane do trybu milczenia.
+ Zamek automatycznie opusci ten tryb po weryfikacji z zewnatrz za pomocga dodanej twarzy, zyty dtoni, wzorca linii
papilarnych lub hasta.



Obstuga urzadzenia w aplikacji EZVIZ

@ Wyglad aplikacji moze by¢ inny po aktualizacji wersji, dlatego nalezy korzysta¢ z dokumentacji aplikacji zainstalowanej

w telefonie.

Po uruchomieniu aplikacji EZVIZ i nacisnieciu ikony zamka mozna sterowa¢ zamkiem na stronie gtéwnej zaleznie

od potrzeb.
< BRE)
Y3000FVP
80% =
Battery Wi-Fi
3
Bluetooth
Live Bluetooth User Temporary Bluetos
Unlock Management Passcode
All Events >
Today
* 11:27
User1 unlocked the door... m
Parametr Opis
@ Nacisnij ikone, aby wyswietli¢ lub zmieni¢ ustawienia urzgdzenia.
Bateria W tym polu jest wy$wietlany poziom natadowania baterii.
Sygnat Tutaj wida¢ site sygnatu sieci Wi-Fi.
Bluetooth W tym polu jest wyswietlany stan potgczenia Bluetooth.

Podglad na zywo

Nacisnij przycisk, aby wyswietli¢ zewnetrzne wideo.

Bluetooth Odblokuj/Odblokuj

Nacisnij, aby odblokowaé¢ zamek przy uzyciu Bluetooth/odblokowania zdalnego.

@ Aby zdalnie odblokowaé drzwi, wytgcz Bluetooth i wigcz Odblokuj zdalnie w Ustawienia
> Ustawienia odblokowania.

Zarzadzanie uzytkownikami

Mozna nacisna¢ przycisk, aby zarzadza¢ uzytkownikami.

@ Po dodaniu uzytkownika mozna réwniez doda¢ metody odblokowujace dla danego
uzytkownika, takie jak twarz, wzorzec linii papilarnych, kod cyfrowy i kod dostepu.
Metoda odblokowania musi by¢ wykonywana za pomocga zamka.

Tymczasowy kod dostepu

Dotknij, aby wygenerowac tymczasowy kod dostepu dla gosci.

Przycisk Bluetooth

Nacisnij przycisk, aby generowa¢ kod parowania Bluetooth umozliwiajacy
otwarcie/zamkniecie drzwi przez uzytkownika.

Wszystkie zdarzenia

Sprawdzanie wszystkich zdarzen zwigzanych z zamkiem.




Konserwacja

1. Konserwacja codzienna

Nie wolno czysci¢ korpus zamka srodkami dezynfekujgcymi, poniewaz moze to spowodowac uszkodzenie.

Nie umieszczaj materiatéw korozyjnych obok zamka, aby zapobiec uszkodzeniu i zmatowieniu jego powtoki.
Deformacja drzwi powoduje zwiekszenie tarcia miedzy zapadka a ptytg oporowg i uniemozliwia petne wysuniecie
zapadki. W takich okoliczno$ciach konieczne jest dostosowanie potozenia ptyty oporowe;.

Baterie nalezy tadowac¢ niezwtocznie po niskim napieciu baterii, aby zapewni¢ prawidtowe funkcjonowanie
zamka.

Nalezy chroni¢ klucz mechaniczny.

Popros o pomoc profesjonaliste, aby sprawdzi¢, czy zamek nie jest elastyczny.

Nalezy smarowac obrotowe elementy zamka, aby zapewni¢ ich prawidtowe, wieloletnie funkcjonowanie.
Zalecane jest przeprowadzanie przegladu zamka co sze$¢ miesiecy lub co rok i sprawdzanie, czy $ruby nie sa
poluzowane.

Regularne (co rok lub sze$¢ miesiecy) umieszczanie niewielkiej ilosci proszku grafitowego w bebnie zamka
gwarantuje prawidtowe wktadanie i wyjmowanie klucza. Nie wolno jednak umieszcza¢ w zamku smaru, ktéry
moze przywiera¢ do sprezyny bebna zapadkowego.

2. Czesto zadawane pytania (FAQ)

Problem Przyczyna Rozwigzanie

Nie mozna otworzyé drzwi Problem z instalacja zamka Sprawd? instalacje ponownie za posrednictwem

w trybie normalnym poprzez specjalisty.

weryfikacje przy uzyciu Uzyj twarzy, watroby dtoni, wzorca linii

funkcji rozpoznawania Uprawnienie uzytkownika nie | papilarnych lub hasta innych uzytkownikéw lub
twarzy, wigzki dfoni, wzorca | wygasto w okresie waznosci. | aktualizuj okres waznosci uzytkownika przy
linii papilarnych lub hasta. uzyciu aplikacji EZVIZ.

Niewtasciwy klucz

mechaniczny Uzyj odpowiedniego klucza mechanicznego.

Drzwi nie mozna otworzy¢ 7 ' K _ _ _ - :
kluczem mechanicznym niszczony ziacze zamka. | pg otwarciu drzwi nalezy zlecié¢ sprawdzenie

i wymiane uszkodzonych podzespotéw przez
wykwalifikowany personel.

Nie mozna wtozy¢ klucza
mechanicznego w catosci.

Brak reakcji czytnika linii Uszkodzenie czytnika linii Sprawd? instalacje ponownie za posrednictwem
papilarnych papilarnych. specjalisty.

Zapoznaj sie z ponownym sprawdzeniem czesci

Btad instalacji zamiennych przez wykwalifikowany personel.

Zamek jest zawsze otwarty.
Sprawdz instalacje ponownie za posrednictwem

Ztap jest uszkodzony. specjalisty.

Sprawdz instalacje ponownie za posrednictwem
specjalisty.

Nie mozna otwiera¢ drzwi

uchwytem na panelu tylnym. Problem z instalacja




Problem

Przyczyna

Rozwiazanie

Nie mozna potgczy¢ telefonu
komérkowego przy uzyciu
potaczenia Bluetooth.

Funkcja Bluetooth telefonu
komérkowego jest
wytgczona.

Wiacz funkcje Bluetooth telefonu komérkowego
i sprobuj potaczy¢ sie ponownie.

Odlegtos¢ zamka od telefonu
komaérkowego jest poza
zasiegiem Bluetooth (50 m).

Podejdz blizej zamka drzwiowego i sprébuj
ponownie.

Inne przyczyny

a. Sprébuj ponownie po ponownym
uruchomieniu Bluetooth telefonu komdrkowego.
b. Sprébuj ponownie po zakonczeniu i
ponownym wprowadzeniu aplikacji EZVIZ.

Nie mozna dodawac
uzytkownikéw, wpisow
linii papilarnych, wpiséw
linii papilarnych i haset do
aplikacji EZVIZ.

Srodowisko sieciowe jest
niestabilne

Prosze podtaczy¢ blokade Bluetooth najpierw
, a nastepnie doda¢ jg do zarzadzania
uzytkownikami w aplikacji EZVIZ.

Urzadzenie czesto jest
przetaczone do trybu offline.

Zamek nie jest potaczony z
siecig.

Podtgcz zamek do sieci z lepszym i bardziej
stabilnym sygnatem.

Szybkie zasilanie baterii.

Niestabilne srodowisko
sieciowe.

Wytgcz przetgcznik Wi-Fi w aplikacji EZVIZ.

Nalezy zmieni¢ ustawienia na stabilny sygnat
sieciowy.

@ Aby uzyskaé wiecej informacji dotyczgcych urzadzenia, skorzystaj z witryny internetowej www.ezviz.com/pl.




Inicjatywy dotyczace korzystania z urzadzen wideo

Drodzy uznani uzytkownicy EZVIZ,

Technologia wptywa na kazdy aspekt naszego zycia. Jako firma technologiczna patrzgca w przysztos$¢, coraz bardziej

zdajemy sobie sprawe z roli, jaka technologia odgrywa w poprawie efektywnosci i jakosci naszego zycia. Jednoczesnie

jestesmy sSwiadomi potencjalnej szkodliwosci niewtasciwego uzytkowania. Na przyktad, produkty wideo moga
rejestrowac realne, petne i klarowne obrazy, dlatego posiadajg wielkg warto$¢ w reprezentowaniu faktéw. Niemniej
jednak niewtasciwe rozpowszechnianie, uzywanie i/lub przetwarzanie nagrari wideo moze naruszac prywatnos¢, prawa

i interesy innych.

Zapewniamy, ze innowacyjne technologie stuzg dobru, dlatego w firmie EZVIZ gorliwie zalecamy, aby kazdy uzytkownik

korzystat z produktéw wideo w sposéb prawidtowy i odpowiedzialny, co wspdlnie zapewnia korzystne warunki, w ktérych

wszelkie praktyki i korzystanie z nich sg zgodne z obowigzujgcymi przepisami i rozporzgdzeniami, szanujg interesy i

prawa jednostek oraz wspierajg moralnos¢ spoteczna.

Ponizej przedstawiamy inicjatywy EZVIZ, ktére zastugujg na Panistwa uwage:

1. Kazdy ma uzasadnione prawo do prywatnosci, a korzystanie z urzgdzen wideo nie powinno by¢ sprzeczne z tym
uzasadnionym prawem. Dlatego ostrzezenie, ktére wyjasnia zakres monitorowania, powinno by¢ wyswietlane w sposéb
rozsadny i skuteczny podczas instalacji produktéw wideo na terenach publicznych. Dla obszaréw niepublicznych
prawa i interesy zaangazowanych os6b powinny by¢ starannie ocenione, w tym miedzy innymi instalacja produktow
wideo tylko po uzyskaniu zgody interesariuszy oraz nie instalowanie produktéw wideo o wysokiej niewidocznosci bez
wiedzy innych.

2. Produkty wideo obiektywnie rejestrujg obraz z rzeczywistych dziatari w okreslonym czasie i miejscu. Uzytkownicy
powinni rozsadnie zidentyfikowa¢ osoby i prawa zaangazowane w tym zakresie z wyprzedzeniem, aby unikng¢
naruszenia portretu, prywatnosci lub innych prawnych praw innych oséb, jednoczesnie chronigc siebie poprzez
produkty wideo. Warto zauwazyé¢, ze jesli zdecydujesz sie wtgczy¢ funkcje nagrywania dZzwieku na swojej kamerze,
bedzie ona rejestrowa¢ dzwieki, w tym rozmowy, w zasiegu monitorowania. Bardzo polecamy przeprowadzenie
kompleksowej oceny potencjalnych zrédet dzwieku w zakresie monitoringu, aby w petni zrozumie¢ koniecznos$¢ i
uzasadnienie przed wtgczeniem funkcji nagrywania audio.

3. Wykorzystywane produkty wideo konsekwentnie generowa¢ dzwiekowe lub wizualne dane z rzeczywistych scen
ewentualnie zawierajgce informacje biometryczne takie jak zdjecia twarzy w zaleznosci od wyboru cech produktu.
Takie dane moga by¢ uzywane lub przetwarzane do uzytku. Produkty wideo s3 tylko narzedziami technologicznymi,
ktére nie sg w stanie praktykowaé¢ standardéw prawnych i moralnych w sposéb ludzki, aby kierowa¢ legalnym i
wtasciwym wykorzystaniem danych. To metody i cele osdb kontrolujacych i korzystajgcych z generowanych danych
sprawiajg réznice. Dlatego administratorzy danych powinni nie tylko $cisle przestrzega¢ obowigzujacych przepisow
prawa, ale takze w petni szanowa¢ nieobowigzkowe zasady, w tym miedzynarodowe konwencje, normy moralne, normy
kulturowe, porzadek publiczny i lokalne zwyczaje. Ponadto zawsze powinni$émy priorytetowo traktowaé¢ ochrone
prywatnosci i praw do wizerunku oraz inne uzasadnione interesy.

4. Dane wideo nieustannie generowane przez urzadzenia wideo sg Zrédtem praw, wartosci i innych wymogéw réznych
interesariuszy. Dlatego niezwykle wazne jest zapewnienie bezpieczeristwa danych i ochrona produktéw przed
ztosliwymi intruzami. Kazdy uzytkownik i administrator danych powinien podja¢ wszystkie rozsadne i konieczne srodki
w celu maksymalizacji bezpieczenstwa produktu i danych, unikajac wycieku danych, nieprawidtowego ujawnienia lub
naduzycia, w tym miedzy innymi, ustanawiajgc kontrole dostepu, wybierajgc odpowiednie srodowisko sieciowe, w
ktérym sg podtaczone produkty wideo, oraz ustanawiajac i ciggle optymalizujac bezpieczenstwo sieci.

5. Produkty wideo w znacznym stopniu przyczynity sie do zwiekszenia bezpieczernstwa w spoteczenstwie i wierzymy, ze
nadal bedg odgrywac pozytywna role w réznych aspektach naszego codziennego zycia. Jakiekolwiek préby naduzycia
tych produktéw w celu naruszenia praw cztowieka lub prowadzenia nielegalnych dziatar sg sprzeczne z samg istotg
warto$ci innowacji technologicznych i rozwoju produktéw. Zachecamy kazdego uzytkownika do ustalenia wtasnych
metod i zasad oceny oraz monitorowania korzystania z produktéw wideo, aby zapewnic, ze sg one zawsze uzywane
wiasciwie, rozwaznie i z dobrymi intencjami.
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